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A B S T R A C T

We provide detailed measurement of the illegal trade in child exploitation material (CEM, also known as child pornography) from mid-2011 through 2014 on five popular peer-to-peer (P2P) file sharing networks. We characterize several observations: counts of peers trafficking in CEM; the proportion of arrested traffickers that were identified during the investigation as committing contact sexual offenses against children; trends in the trafficking of sexual images of sadistic acts and infants or toddlers; the relationship between such content and contact offenders; and survival rates of CEM. In the 5 P2P networks we examined, we estimate there were recently about 840,000 unique installations per month of P2P programs sharing CEM worldwide. We estimate that about 3 in 10,000 Internet users worldwide were sharing CEM in a given month; rates vary per country. We found an overall month-to-month decline in trafficking of CEM during our study. By surveying law enforcement we determined that 9.5% of persons arrested for P2P-based CEM trafficking on the studied networks were identified during the investigation as having sexually offended against children offline. Rates per network varied, ranging from 8% of arrests for CEM trafficking on Gnutella to 21% on BitTorrent. Within BitTorrent, where law enforcement applied their own measure of content severity, the rate of contact offenses among peers sharing the most-severe CEM (29%) was higher than those sharing the least-severe CEM (15%). Although the persistence of CEM on the networks varied, it generally survived for long periods of time; e.g., BitTorrent CEM had a survival rate near 100%.

Introduction

Possession and distribution of child exploitation material (CEM), also known as child pornography, is illegal for many reasons. CEM depicts child victims being sexually abused and exploited, and its proliferation causes lasting damage to the victims who must cope with knowing their images are being used for sexual purposes in a trade that is worldwide and
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beyond their control (Bazelon, 2013; Svedin & Back, 1996; von Weiler, Haardt-Becker, & Schulte, 2010). Peer-to-peer (P2P) filesharing networks are perceived to be responsible for a large proportion of the growth in the availability of online CEM (Koontz, 2005). Although there are other means for obtaining CEM on the Internet, P2P networks are based on free software that is relatively simple to use for anyone with a computer. Users can easily find CEM because most networks have easy-to-use search capabilities. Law enforcement and policy makers believe that millions of CEM files are available through P2P networks, although little research has attempted to measure actual numbers (Hurley et al., 2013; Wolak, Liberatore, & Levine, 2014).

This proliferation of CEM circulated via P2P networks has generated questions by law enforcement agencies working to combat the problem, and by policy makers and others who are working to protect victims, understand offenders, and reduce the amount of online CEM. First, although there has been speculation about the numbers of persons using P2P networks to distribute or access CEM, research is lacking that systematically measures numbers of P2P peers sharing CEM, how numbers of such peers vary among different networks, and whether numbers are increasing over time. Reports of CEM trafficking are often based on counts of IP addresses, which is an inaccurate metric. Further, because the Internet and P2P networks are not limited by national borders, CEM distribution is inherently an international issue; measures of prevalence must be worldwide. Second, although there is evidence that a proportion of CEM distributors are also child molesters (Bourke et al., 2014; Seto, Hanson, & Babchishin, 2011), the question of what proportion of such “dual offenders” are identified in recent investigations of CEM distribution on P2P networks remains a concern to law enforcement agencies with limited resources, and who have questions about how best to use those resources to protect children. Third, there are concerns that easy access to online CEM may spur offenders to seek more extreme images, such as those that depict infants and toddlers or show sadistic abuse. Some have hypothesized that offenders caught with such severe images are more likely to also be child molesters, but there is not much research that addresses this question. Finally, advocates and policy makers who are particularly focused on the experiences of victims portrayed in CEM are concerned about the number of images that are online, and about how long such images remain accessible once uploaded to a P2P network.

These important questions have rarely been addressed because they are difficult to research. P2P networks are vast and used to trade many different types of material, including movies, music, and legal adult pornography. To examine research questions about CEM on P2P networks, researchers have to be able to identify CEM files, distinguish CEM by severity, distinguish and geolocate the computers that share those files, and measure the public activity of those computers for substantial lengths of time for a variety of P2P networks. Further, access to law enforcement data is required to address questions about offline child molestation among P2P CEM traders.

Literature Review

In this section, we review a number of related works that have characterized CEM file sharing, examined the ratio of offenders that are both online distributors of CEM and offline molesters of children, and automatically classified pornographic content.

Characterization of CEM on P2P Networks

There have been several past works quantifying public CEM trafficking. For example, Hurley et al. (2013) analyzed CEM trafficking on the Gnutella and eDonkey networks from October 2010 to September 2011. The focus of that work was on the discovery of improved strategies for investigators to reduce the prevalence of CEM, the characterization of particularly aggressive peers on these networks, and the efficacy of the anonymizing tool Tor (Dingledine, Mathewson, & Syverson, 2004) in preventing effective investigation of peers. Wolak et al. (2014) presented a related analysis of the same data set, with a focus on the proliferation of CEM by peers located solely in the United States. They found that these peers accounted for a small fraction of the unique content available worldwide.

Other past work has characterized peers on P2P networks via their queries for CEM (and not offered content). For example, Latapy, Magnien, and Fournier (2013) collected queries on the eDonkey network for 10 weeks in 2007 and 28 weeks in 2009, each time from a single server. They used this data to characterize the fraction of queries to the server related to child sexual exploitation. Fournier et al. (2014) presented a comparative study on the prevalence of CEM-related queries on the eDonkey and Kad networks. In a related study, Steel (2015) examined the patterns of queries on web search engines for CEM, with two key findings: a substantial fraction of such queries were performed using mobile devices; and that search engine efforts to selectively block such queries were effective, decreasing the success rate of these searches.

Unfortunately, none of these works present data for CEM possession on Gnutella and eMule from 2012 onward, and none provide data on Ares, Gnutella2, or BitTorrent for any dates. None differentiate the proliferation of CEM images involving infants and toddlers or sadistic acts. Finally, there are no results that compare countries. All such information are valuable to law enforcement agencies managing strategies and resources to thwart these crimes.

One reason that past work may not have estimated the number of peers in Ares and BitTorrent is that these networks lack per-peer identifiers called GUIDs. These two networks present only IP addresses, which are frequently re-assigned by ISPs and re-used by many peers over time, inflating population counts as we show within. Liberatore, Levine, Shields, and Lynn (2014) did examine the inequality between IP addresses and GUIDs, but in the context of a proposed digital forensics system that is analogous to marking bills used in undercover drug purchases.
Studies of Contact Offenders

A series of past works have examined the rate of contact offenses among CEM possessors at various stages of the legal process. For example, in a meta-analysis of research examining rates of contact offenses among CEM possessors, Seto et al. (2011) found that 12% had an officially known history of sexual offenses against minors at the time of arrest. Such estimates, including the study we present, are almost certainly low because they are based on what investigators discover during the course of their investigations and arrests. Additional information may be revealed through later events, including psychological evaluation and treatment. Research based on self-reports by offenders charged with CEM possession has found much higher contact offense rates; in the same Seto et al. article, they found that 55% had admitted to contact sexual offenses.

Bourke and Hernandez (2009) found that of 155 participants that had received treatment at the Butner Federal Correctional Institute, 85% admitted that they had committed hands-on sexual abuse, though only 26% had documented histories of contact offenses at the time of sentencing. In a separate study, Bourke et al. (2014) used a sample of 127 suspects with no known history of hands-on offenses, in which 4.7% admitted to sexually abusing at least one child. Through the use of polygraphs, an additional 52.8% of the study sample disclosed information about hands-on abuse that they had perpetrated.

It is useful and important to repeat these studies because investigative processes and venues where CEM is traded change over time. Further, none of these previous works distinguish dual offender rates per P2P network and none distinguish rates by the severity of content shared. These differences help shape strategies by law enforcement that must manage limited resources.

Classification of Content

Various past works have examined the problem of automatic content classification. However, none apply such methods to the separation of Severe CEM (i.e., depicting sadistic acts and infants or toddlers) from other CEM.

For example, Panchenko, Beaufort, and Fairon (2012) used language analysis in distinguishing pornographic galleries from control text drawn from random encyclopedia articles. Munson and Tsybalenko (2001) proposed using filenames to automatically classify content in the context of web image searches. Rowley, Jing, and Baluja (2006) presented a system using face detection and summary features to detect pornographic image files found by a web crawler. A more sophisticated system was presented by Deselaers, Pimenidis, and Ney (2008), using an approach based upon a bag-of-visual-words (that is, higher-level features than skin tone detection) to improve classification results.

Peersman, Schulze, Rashid, Brennan, and Fischer (2014) developed a system for discovering new CEM, and integrated it into the iCOP toolkit. Their system is based upon features of files: n-gram substrings of the files’ names, and various automated analyses of media (e.g., images and video), such as skin-tone detection. The works of Ulges and Stahl (2011) and Schulze, Henter, Borth, and Dengel (2014) are complementary to that of Peersman et al., and examine in more detail the problems of media analysis in the presence of false positives (e.g., adult pornography) and more sophisticated approaches to prevent it. Inches and Crestani (2012) described the results of a 2012 competition for automated detection of sexual predators in online conversations based upon text analysis.

Purpose of the Study

Law enforcement tasked with addressing child exploitation implicitly pose a series of hypotheses on a daily basis: given limited resources, an effective method of rescuing children from contact offenders is one that focuses on a particular P2P network; there is a correlation between the severity of CEM content shared and the likelihood of detecting a contact offender; and content that is introduced on any one network tends to survive the churn of participants and even network decimation. These are fundamental hypotheses but also challenging to validate. The purpose of this study is to focus on the following related but more limited questions and hypotheses that are addressable given the observations available to us.

1. How many peers in these five networks are sharing known CEM, what are the trends, and how do the numbers vary by network and country?
2. What proportion of users arrested in the United States for trafficking CEM on P2P networks were identified during investigations as having committed contact offenses against children; how do the proportions vary by network; and is the proportion higher among peers sharing Severe CEM (i.e., depicting sadistic acts and infants or toddlers)?
3. What is the prevalence of known Severe CEM on these P2P networks over time?
4. How many known CEM files are being shared on these P2P networks over time; and what is the introduction and survival rates of CEM files on these networks?

These questions concern both law enforcement and victim advocates, and we address them in four analyses. Our first and second analyses inform law enforcement’s management of limited training and enforcement resources according to factors such as jurisdiction, network, and the type of shared content. The third analysis measures the availability of Severe content, which is a factor in sentencing guideline discussions (United States Sentencing Commission, 2012) and, as our second analysis suggests, may be a factor in discovering contact offenders. The fourth analysis concerns the growing availability
and survival of CEM, which is important for informing victim restitution, as well as informing law enforcement strategies aimed at reducing content availability.

We have worked with law enforcement to develop software that is used in proactive investigations of CEM trafficking on P2P networks. This software, provided at no cost, takes advantage of the fact that activity on P2P networks is public and highly visible. It detects CEM files already known to law enforcement from previous investigations, and we are able to distinguish content by severity. The software logs IP addresses and other public identifiers of computers that access CEM across five widely used P2P networks, the geographic region of the IP addresses, and dates and times the CEM was publicly shared. In particular, to address the questions raised in this article, we use three years of logs of public activity on BitTorrent (Cohen, 2003); eDonkey, including Kad (Kulbak & Bickson, 2005); Ares Galaxy (lap3k, n.d.); Gnutella (Klingberg & Manfredi, 2002); and Gnutella2 (Stokes, n.d.). Note that software for Ares was developed by Joseph Versace of the Ontario Provincial Police.

**General Method**

**Distinguishing Users on P2P Networks**

The eDonkey, Gnutella, and Gnutella2 networks distinguish instances of the P2P software by assigning a globally unique identifier (GUID) to the application when it is initially installed on a device. GUIDs remain consistent even as the IP address changes. While GUIDs are not one-to-one with people (who may control multiple computers), they provide a reasonable measure for differentiating devices that are trafficking CEM on a P2P network (Liberatore et al., 2014).

Unfortunately, BitTorrent and Ares do not use GUIDs. Multiple observations of a specific IP address do not necessarily indicate a distinct device or user over time because of several technologies that are commonly used. Network Address Translation (NAT) is a common mechanism by which multiple devices are contemporaneously routed through a single IP address. Dynamic Host Configuration Protocol (DHCP) is used by Internet Service Providers (ISPs) to temporarily assign an IP address to a device and then re-assign it to another device. Finally, like NAT, the effect of proxy servers, virtual private networks (VPNs), and the Tor network is to allow many participants to be masked by a single IP address. Although these technologies may not protect them from being observed by the public and law enforcement, it does affect the count of IP addresses. (For more on the limitations of Tor against law enforcement, see Hurley et al. (2013).)

**Gathering Data on P2P Networks**

In studying the five P2P networks, we collected data pertaining to files that had been identified by law enforcement agencies during trafficking investigations. The great majority, though not all of these files, met legal definitions of child pornography; for example, files that were part of a series of images depicting an initially clothed child who was sexually abused in subsequent images. We collectively refer to the identified files as known CEM. A unified set of known CEM was maintained across the five P2P networks. To identify files that have the same content (byte for byte), despite the same or different names, P2P networks make use of cryptographic hashing algorithms (e.g., MD4, MD5, and SHA-1).

To gather data on the P2P networks, we used instrumented P2P software to record over a billion observations of known CEM being trafficked on the networks. The instrumented software used the P2P networks’ native discovery mechanisms for locating known CEM files, and for obtaining public information that distinguished remote clients (e.g., IP addresses and GUIDs). We did not always individually query each IP address, but often relied on the information provided by the P2P networks.

The instrumented software only used protocols as defined by each P2P network; we did not use special technology to gain unauthorized or special access to any peer participating in a P2P network. The instrumented software took as input cryptographic hash values identifying known CEM files, and the digests were used to restrict recorded observations exclusively to known CEM. When a known CEM file was detected, our instrumented clients would record the file’s digest, time of observation, P2P network, and relevant network- and application-layer identifiers (e.g., IP address or GUID).

The size of our list of known CEM was not constant during our study, and files were added unevenly throughout. A file had to be in our known CEM list at the time of the observation for it to have been recorded. At the start of the study, in June 2011, the list included approximately 325,000 files uniquely identified by hash value; by the end of the data collection, in December 2014, it included over 2.5 million files. We are reporting only on a fraction of CEM available NCMEC, n.d..

Commercial geolocation software from MaxMind was used to map each IP address to a country and ISP (not without error). The geolocation software does not provide street addresses or any other personally identifying information. If a peer used anonymization technology to mask its actual IP address, such as a proxy or VPN, we make no attempt to identify the peer’s actual IP address.

**Analysis 1: How Many Peers in the Five P2P Networks are Sharing CEM?**

In this section, we quantify how many peers were sharing CEM files on the five P2P networks. The most straightforward method would be to count distinct IP addresses, but unfortunately doing so tends to over-represent the number of peers. GUIDs provide a more accurate count, but not all P2P networks use GUIDs. Below, we present an estimate of the number of
GUIDs on the two networks where they are absent, BitTorrent and Ares, by using per-ISP GUID-to-IP ratios, realizing a more representative per-network count of peers.

**Method**

We identified the country of origin by geolocating the IP address. If the IP address had been obfuscated through the use of an intermediary, such as a proxy, the intermediary’s location was instead logged. A P2P network must have identified an IP address as either sharing or attempting to locate one of our known CEM files for it to have been logged.

We estimated the GUID counts for BitTorrent and Ares by first calculating the ratios of GUIDs-to-IP addresses actually observed for eDonkey, Gnutella, and Gnutella2 on a per-ISP basis. We calculate the per-ISP ratios because we expect different ISPs to employ different strategies for allocating IP addresses; e.g., a cellular ISP versus a business ISP. Our estimate of BitTorrent or Ares GUIDs present for a given ISP in a given month is equal to the calculated GUID-to-IP ratio for the ISP multiplied by the number of IP addresses observed in that month for BitTorrent and Ares, respectively. The total number of GUIDs that month is the sum of all ISP-based GUID estimates. Our method for calculating the estimated ratio for each ISP, and an estimation of the error, is described in the Supplementary material.

For the figures presented in this and subsequent sections, points show the number of observations and shaded lines are a least-squares fit to the points using the LOESS algorithm. The width of the LOESS lines represent a 95% confidence interval.

**Results**

The number of distinct IP addresses worldwide sharing known CEM across the five networks was 1.7 million in December 2014, which is down from 3.2 million in September 2012. These numbers correlate with but greatly overestimate the number of unique installations of software sharing known CEM on these networks. We estimate the total number of GUIDs sharing known CEM on these networks as 840,000 in December 2014, down from 1.3 million in September 2012. Under an assumption that GUIDs and users are one-to-one (though we expect there are more GUIDs than users), we estimate that about 3-in-10,000 Internet users worldwide were sharing known CEM on these five P2P networks. We also provide per-country statistics in this section. For example, 2-in-10,000 users in the United States, 11-in-10,000 users in Spain, and 13-in-10,000 users in Argentina were sharing known CEM on these five networks. Of about 840,000 P2P software installations worldwide in December 2014 sharing known CEM, about 56% were from just four countries: China, Brazil, Mexico, and the United States.

**Discussion**

*Clients by IP Addresses.* Fig. 1 (left) and Fig. 2 (left) show, respectively, the number of unique IP addresses that were observed worldwide and in the United States, per month, for almost three years of observations. For 2014, an average of 1.9 million distinct worldwide IP addresses were observed per month. In the United States, we observed an average of 54,000 distinct IP addresses per month during 2014. Worldwide data is meaningful even when assessing the scope of CEM within a single country; a user in the United States can download CEM from users throughout the world.

The top line in each of the two graphs is the total number of distinct IP addresses for all five P2P networks. If an IP address was observed on more than one network, it is counted only once in the top line. Overall, for the five networks, the number of distinct IP addresses is dropping, with only BitTorrent increasing in worldwide popularity among CEM traffickers.

*Clients by GUID.* In Fig. 1 (right) we show the per-month average of GUIDs per network worldwide; Fig. 2 (right) shows the same data for the United States only. For the three networks supporting GUIDs—eDonkey, Gnutella, and Gnutella2—the

---

**Fig. 1.** Worldwide number of observed IP addresses (left) and GUIDs (right) sharing known CEM in five P2P networks. For all figures, points are exact counts or estimates; shaded lines represent a LOESS-based fit to the points, where width is the 95% CI. Ares and BitTorrent GUID values are estimates. Values for Sum do not start until all networks appear in the plot.
graph shows actual data. For Ares and BitTorrent, we extrapolated from observed GUID-to-IP address ratios obtained from the other networks as described above. Worldwide, there were about half the number of GUIDs as IP addresses. In the United States, however, the number of GUIDs was 80% the number of IP addresses.

Similar to the IP data, the GUID graphs show an overall decrease in P2P clients. We estimate that the worldwide total number of GUIDs sharing known CEM was 840,000 in December 2014, versus 1.3 million in September 2012. Ares, BitTorrent, and eDonkey were the most popular, together comprising over 95% of the GUIDs on all five networks since September 2012. In the United States there was greater variance in the popularity of these top three networks; they constituted at least 81% of the GUIDs since September 2012, but have contributed at least 89% of the GUIDs since January 2014.

Although the trends are downward, these five P2P networks are not the only means for obtaining CEM on the Internet. Moreover, the population of CEM traffickers for the five networks alone overwhelms the number of trained law enforcement agents who can address these crimes.

Table 1 shows per-country GUID counts for each network, as a per-month average during 2014. The right-most column shows the percentage of the country's population of Internet users (based on Internet Live Stats, 2014) in each country if GUIDs were one-to-one with users. The table is limited to the top 10 countries ranked by total number of observed and estimated GUIDs. (Additional countries can be found in Table 6 of the supplementary material, ranked by per-capita population.) The relative popularity of P2P networks was not uniform across countries. For example, 87% of the P2P clients in Italy were observed using eDonkey, while 95% of the clients in Mexico were observed using Ares. In China, 65% were observed using BitTorrent and 35% were observed using eDonkey. These disparities should be factored into per-country strategies for addressing CEM on P2P networks.

Analysis 2: What Proportion of US Users Arrested for CEM Trafficking Were Identified as Sexually Offending Against Children Offline?

We surveyed law enforcement investigators to assess the percentage of cases they investigated on P2P networks that resulted in the detection, during the investigation, of a CEM trafficker who had also committed contact sexual offenses against children. In this section, we present the results of the survey, including the rates for each P2P network. For the BitTorrent

Table 1
Per-month average of distinct GUIDs per country sharing CEM.

<table>
<thead>
<tr>
<th>Country^</th>
<th>eDonkey</th>
<th>Gnutella</th>
<th>Gnutella2</th>
<th>Ares^b</th>
<th>BT^b</th>
<th>Total^c</th>
<th>% Pop.^d</th>
</tr>
</thead>
<tbody>
<tr>
<td>Germany</td>
<td>11,864</td>
<td>78</td>
<td>2,012</td>
<td>1,940</td>
<td>2,760</td>
<td>18,656</td>
<td>0.03</td>
</tr>
<tr>
<td>Colombia</td>
<td>551</td>
<td>11</td>
<td>28</td>
<td>19,568</td>
<td>240</td>
<td>20,398</td>
<td>0.08</td>
</tr>
<tr>
<td>France</td>
<td>16,880</td>
<td>164</td>
<td>1,710</td>
<td>3,006</td>
<td>2,662</td>
<td>8,676</td>
<td>0.04</td>
</tr>
<tr>
<td>Argentina</td>
<td>2,573</td>
<td>13</td>
<td>82</td>
<td>29,693</td>
<td>693</td>
<td>33,053</td>
<td>0.13</td>
</tr>
<tr>
<td>Italy</td>
<td>33,352</td>
<td>43</td>
<td>174</td>
<td>2,939</td>
<td>1,667</td>
<td>38,175</td>
<td>0.10</td>
</tr>
<tr>
<td>Spain</td>
<td>18,201</td>
<td>14</td>
<td>58</td>
<td>19,187</td>
<td>1,139</td>
<td>38,599</td>
<td>0.11</td>
</tr>
<tr>
<td>USA</td>
<td>9,667</td>
<td>1,555</td>
<td>4,031</td>
<td>13,824</td>
<td>20,934</td>
<td>50,010</td>
<td>0.02</td>
</tr>
<tr>
<td>Mexico</td>
<td>2,038</td>
<td>46</td>
<td>242</td>
<td>57,456</td>
<td>884</td>
<td>60,666</td>
<td>0.12</td>
</tr>
<tr>
<td>Brazil</td>
<td>10,695</td>
<td>234</td>
<td>2,398</td>
<td>61,164</td>
<td>4,076</td>
<td>75,566</td>
<td>0.07</td>
</tr>
<tr>
<td>China</td>
<td>92,954</td>
<td>8</td>
<td>352</td>
<td>200</td>
<td>163,668</td>
<td>257,181</td>
<td>0.04</td>
</tr>
</tbody>
</table>

^ Only countries with at least 5 million Internet users are listed.

^b BitTorrent and Ares counts are estimates as described in the Supplementary material.

c This column uses a sum total of GUIDs that double-counts entries appearing in multiple networks.
network, we also present the number of detected contact offenders by severity of the known CEM they were observed sharing.

Method

Surveys. We obtained a list of P2P CEM trafficking arrests from a database law enforcement investigators used for managing P2P case deconfliction. The information we collected from the deconfliction database included a case identifier number; IP address and its location; investigator name, department, telephone number and email address; date and time the case was opened; P2P network and GUID (if applicable and known); and in some cases, outcomes (e.g., search warrant executed, arrest, contact offender identified).

To augment the information in the deconfliction database, we surveyed investigators about their cases. We performed three rounds of surveys, covering cases opened roughly (with some overlap) in the months of October 2008 through June 2011, July 2011 through September 2012, and September 2012 through July 2013, respectively. We emailed letters to agency heads and investigators explaining the study. In the emails to investigators, we identified their cases and included a short survey asking them to specify any cases that resulted in the detection of a contact offender.

We defined contact offender to include past or current commission of sex crimes against minors involving physical contact (e.g., sexual molestation or assault) and other criminal sexual interactions (e.g., online enticement, production of child pornography). If an investigator did not respond to our initial request, we sent reminders two and four weeks after the initial mailing. If an investigator did not respond after the second request, we followed up with a phone call. Responses were recorded in a locally maintained database.

We obtained approval from our Institutional Review Boards (IRB). All required IRB procedures and mandated privacy regulations were followed by the researchers.

Data Processing. We examined whether the proportion of CEM traffickers identified as contact offenders varied by P2P network. The investigators specified a P2P network in about 10% of the survey responses. Using the P2P field from the deconfliction database and additional information that was provided, such as the GUID or IP address, we were able to identify the network that was investigated in most of the cases; but we were unable to identify the network in 390 of 12,491 cases (3%). For a very small percentage of the cases (about 0.1%), investigators identified multiple networks; in those instances we attributed the case to each network. Almost 90% of the cases were either Gnutella (61%) or Ares (28%). The large number of Gnutella and Ares cases is in part due to the number of law enforcement agents trained on each network.

File Severity. In the BitTorrent P2P network, peers use torrents to advertise files that they are sharing. Torrents are not content themselves; they describe a collection of files using hash values of the content. In order to identify CEM shared on BitTorrent, law enforcement must first locate torrents then evaluate their relationship to known CEM. We examined whether offenders who trafficked torrents with more severe content (i.e., images of sadistic content, and infants or toddlers) constituted larger proportions of identified contact offenders.

It is a significant challenge to obtain, for a given set of CEM, a labeling of the content by severity. Such files are contraband and only law enforcement can evaluate the content. We were therefore grateful to obtain from law enforcement a set of content labels for the torrents that were the basis of many of the cases in our survey. Because not all torrents used in this article were labeled, we could perform our analysis on only a subset of our data. Specifically, we analyzed 317 BitTorrent cases (identified by IP address), where the IP address was observed sharing torrents that had been assigned a severity level by law enforcement.

Law enforcement determined content and assigned labels based on the entire collection of files described by a torrent. The labeling was designed and implemented by law enforcement independent of our study and its goals; we were unable to inspect images or make use of a typology from past work. The basis of the labels was visual inspection. The labeling system consisted of eight distinct labels or levels, ranging from Level 1 (least severe content, but still CEM) to Level 8 (most severe). In addition to the level assigned to a torrent, law enforcement agents added descriptions of the content referenced by the torrent. This was used to ensure the consistency of levels across torrents. Though we did not view the content, we did review the descriptions.

Level 8 torrents constituted a very small percentage of the overall torrents. Each Level 8 torrent consisted of a sizable collection of CEM depicting the sexual assault of infants or toddlers. Levels 5–7 were assigned mostly to torrents whose files depicted prepubescent children engaged in sexual acts, with sadistic acts depicted in several of the Level 7 torrents. A very small number of the files in the Level 8 torrents also appeared in a few of the Level 5–7 torrents, but the emphasis of those torrents was not on infants or toddlers. Torrents labeled as Levels 1–4 were deemed the least severe, and generally included child nudity (including those with an emphasis on genitals), masturbation, sexual play, or adolescent sex.

Results

Of the 18,064 entries in the deconfliction database, 17,567 were for actual P2P CEM arrests. We surveyed the law enforcement investigators who had made the arrests, and asked the investigators in which of the cases the investigation identified a
Table 2
Survey results of US P2P CEM distribution arrests that also involved identifying contact offenders.

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>%</td>
<td>n</td>
<td>%</td>
<td>n</td>
</tr>
<tr>
<td>Cases opened</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Eligible cases</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Surveys not completed&lt;sup&gt;b&lt;/sup&gt;</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Duplicate cases</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Completed surveys</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Not contact offender&lt;sup&gt;c&lt;/sup&gt;</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Contact offender&lt;sup&gt;†&lt;/sup&gt;</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

* Ineligible cases were opened for training or other non-investigative purposes.
* Includes no response, unable to reach investigator, refusal, case could not be identified, pending at close of survey.
* Percent of completed surveys.

Table 3
Contact offenders found by investigators by network.

<table>
<thead>
<tr>
<th>Network</th>
<th>Surveys</th>
<th>Contact offenders</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>n</td>
<td>%</td>
</tr>
<tr>
<td>Gnutella</td>
<td>7,640</td>
<td>593</td>
</tr>
<tr>
<td>Ares</td>
<td>3,537</td>
<td>352</td>
</tr>
<tr>
<td>Gnutella2</td>
<td>107</td>
<td>13</td>
</tr>
<tr>
<td>eDonkey</td>
<td>492</td>
<td>76</td>
</tr>
<tr>
<td>BitTorrent</td>
<td>337</td>
<td>70</td>
</tr>
<tr>
<td>Unidentified</td>
<td>390</td>
<td>98</td>
</tr>
</tbody>
</table>

* States whether the percentage of contact offenders identified for the network is statically less than the offenders identified for the eDonkey or BitTorrent networks.
  † p < 0.01.
  †† p < 0.02.
  ††† p < 0.03.
  †††† p > 0.05.

contact offender (for that case or previously). The surveys covered cases opened between October 2008 and July 2013. Combining all three rounds of the survey (Table 2, columns 8 and 9), of the 17,567 cases where an arrest was made, we received 12,491 responses (71%). We found in 1,185 out of the 12,491 completed surveys (roughly 9.5%), investigators reported that the CEM possessors were also contact offenders. In other words, approximately 9.5% of persons arrested for CEM possession were identified during the course of their investigation as having committed a past or present contact sex crime against a child.

We found differences in the proportions of contact offenders among the networks. For cases where we were able to identify the P2P network, contact offenders were identified in 593/7,640 (8%) of Gnutella arrests, 352/3,537 (10%) of Ares arrests, 13/107 (12%) of Gnutella2 arrests, 76/492 (15%) of eDonkey arrests, and 70/337 (21%) of BitTorrent arrests (Table 3).

In 317 of the 337 BitTorrent cases, we were able to associate the IP address with one or more torrents that had been assigned a severity level by investigators. Of these 317 cases, 67 (21%) were identified as contact offenders during investigation. We evaluated the percentage of identified contact offenders by severity level. Table 4 shows the results by torrent severity levels. The center column is the number of cases we observed for each severity level. The third column shows the number of contact offenders identified within the level, and the percent of that severity level’s population identified as contact offenders at the time of arrest.

Table 4
A comparison of surveys for cases in BitTorrent where the level rating of the CEM content was known.

<table>
<thead>
<tr>
<th>Content category</th>
<th>Surveys</th>
<th>Contact offenders</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>n</td>
<td>%</td>
</tr>
<tr>
<td>Level 1–4 CEM</td>
<td>91</td>
<td>14</td>
</tr>
<tr>
<td>Levels 5–8 CEM</td>
<td>215</td>
<td>47</td>
</tr>
<tr>
<td>Levels 6–8 CEM</td>
<td>200</td>
<td>46</td>
</tr>
<tr>
<td>Levels 7–8 CEM</td>
<td>139</td>
<td>33</td>
</tr>
<tr>
<td>Level 8 CEM&lt;sup&gt;a&lt;/sup&gt;</td>
<td>80</td>
<td>23</td>
</tr>
</tbody>
</table>

* The difference in percentages between contact offenders sharing Level 1–4 and Level 8 content is significant (p-value = 0.02); differences between other levels are not.
The difference in percentages is significant ($p$-value = 0.02) between peers sharing the most severe (Level 8) content (28.8%) depicting sexual assault of infants or toddlers, and peers sharing less severe (Level 1–4) content (15.4%) depicting scenarios of child nudity without a focus on infants and toddlers or sadistic acts. Offenders can appear in multiple rows of the table; for example, if an offender shares Level 4 and Level 8 torrents, they'll appear in counts for the first and last rows.

**Discussion**

**Contact Offenders.** In addition to targeting a serious crime, CEM investigations are a valuable means of detecting contact offenders. Many such offenders who likely would go undetected are revealed through investigations of CEM possession. Even when CEM investigations fail to uncover contact offenses, they document offenders’ proclivities and thus strengthen cases if CEM possessors are investigated for contact offenses at later dates. But it is also likely that many investigations are not identifying contact offenders that have been arrested for CEM trafficking. We found that 9.5% of those arrested were identified during the investigation as contact offenders. This is different from saying that 9.5% of those arrested were contact offenders. Bourke and Hernandez (2009), Bourke et al. (2014), and Seto et al. (2011) found offender rates of 85%, 53%, and 55% respectively. It is unrealistic to expect all contact offenders to be detected during an investigation; but it does raise the question as to what information and resources could make law enforcement more effective in identifying contact offenders and their victims.

**Findings by Network.** Three networks—BitTorrent, eDonkey, and Gnutella2—one had percentages of identified contact offenders higher than the average with 21%, 15%, and 12% respectively (Table 3); the average of the three networks was 17%. But each of these networks had much smaller sample sizes. We cannot conclude that any of these networks have a higher percentage of contact offenders in their overall population of users because investigators did not take random samples, and not all contact offenders are identified during the investigation. Rather, the higher percentages more likely indicate the effectiveness of investigators’ approaches to finding contact offenders. The “less than” column shows the list of networks where the percentage column is statistically different (i.e., $p$-values are less than 0.02 in all cases listed according to a one-sided two-sample permutation test of proportions).

The percentage of identified contact offenders in the unidentified network category is high at 25%, but would have no real effect if identified as Gnutella or Ares (which is likely the case). It is also worth noting that the percentage of identified contact offenders increased in each successive round of surveys: 7%, 11% and 12%, respectively. This increase may be due to increased effectiveness of law enforcement at identifying contact offenders.

**Relationship of Contact Offending to Content of CEM Files.** Table 4 suggests that an increase in severity corresponds to an increase in the percentage of identified contact offenders; however, we examined only a relatively small sample for this preliminary result. Only the difference between the percentage of identified contact offenders sharing Level 1–4 content (15.4%) and Level 8 content (28.8%) is a statistically significant difference ($p$-value = 0.02, using a one-sided permutation test of proportions). To our knowledge, we are first to report data on a possible link between the type of CEM content (distinguished by age of the child) and identification of contact offenses. We hope that further study by us and others will confirm these results. In particular, these cases involved varied processes from different agencies and jurisdictions; Bourke et al. (2014) showed, for example, that the use of a polygraph can affect results. Another explanation of the differences between Levels 1–4 and Level 8 content could be that investigators work harder to uncover contact offenses at the time of arrest when content is more severe.

**Analysis 3: What Percentage of Files Available Are Severe Content?**

In this section, we characterize the number and percentage of severe files on the five networks using a data set of files manually categorized by law enforcement. Additionally, we present a classifier that can automatically segment CEM by severity by evaluating filenames, and use it to characterize files of unknown severity on each network.

**Method**

**Severe CEM Files.** To develop our method, we obtained a set of cryptographic hash values corresponding to known CEM files, along with their associated filenames, which were curated by our law enforcement partners for reasons external to this article. Each hash value was labeled with one of the following (mutually exclusive) classes: Age Difficult, Child Exploitation Material, Non-Pertinent, Infant/Toddler CEM, Obscenity, or Sadistic CEM. All but the Non-Pertinent and Obscenity classes would generally be considered child pornography.

As with the levels in Analysis 2, we chose the Severe category to consist of files from either the Infant/Toddler or Sadistic classes. In total there were 14,965 manually labeled Severe files. The Not Severe category is made up of the remaining classes, which included 925,995 manually labeled files. Note that Not Severe files still include files considered CEM. The labeling of torrents was done independently of the manual categorization used here, and consistent definitions are not assumed. We matched this set of manually labeled CEM hash values to observations logged by the tools described in the General Method
section. Since the same CEM file may be associated with multiple filenames, we constructed a filename set for each file. On average, each filename set contained 1.48 distinct filenames.

**Automatic File Categorization.** Most of the files in our known CEM list have not been manually labeled by severity, and labeling all files through visual inspection is time consuming because of the size and sensitive nature of the files. As an alternative, we chose to automatically label files using their filenames rather than content. We considered all distinct filenames during labeling by converting the filenames in each filename set to lowercase, removing file extensions, and then concatenating them (separated by spaces) into a single string called the *filename string*. Each file’s filename string was subsequently divided into (non-unique) word *tokens* by splitting on non-alphanumeric characters. We showed the 25 most frequent word types (i.e., those associated with the largest numbers of tokens) for the Severe and Not Severe categories to our law enforcement partners, who confirmed that these types correspond with domain knowledge about these categories.

In order to automatically separate Severe from Not Severe files, we experimentally evaluated the performance of three classifiers: logistic regression, and multinomial and Bernoulli naïve Bayes (Manning & Schütze, 1999). These classifiers differ in the way they model the data, and hence in the criteria that they use for classification. In the end, we used only logistic regression (LR), which performed best among the three. The details of the performance of our LR classifier are presented in Supplementary material.

We analyzed the P2P network observations recorded between August 2011 and December 2014 to determine the prevalence of Severe known CEM files on the five networks. We started with the subset of CEM files that had previously been manually labeled as Severe or Not Severe by law enforcement. These manually labeled files were used to train our LR classifier, which was subsequently applied to all remaining (unlabeled) CEM files. The classifier output was used to estimate the probability-of-severe for each unlabeled file; and because LR produces probabilities, they can be summed to yield an estimate of the expected number of severe files. For that reason, using the classifier to estimate the count of severe files is a significantly easier task that determining whether a specific file is severe. Indeed, the sums were quite accurate; the mean absolute percentage error, calculated as the average of values (\(|\text{estimated} – \text{actual}|/\text{actual}\)) across 50-fold test-and-train validation of the labeled set was just 0.97%.

**Results and Discussion**

Fig. 3 shows the number of Severe files over time for both the *Complete* (red) and *Manual* (blue) sets. For the Complete set, the Severe file count is the number of manually labeled files plus the sum of probability-of-severe for all classifier-labeled files. For the Manual set it is just the total number of manually labeled Severe files. Note that Severe file ratios (the plot on the right) are equivalent to the Severe file count divided by total known CEM files. The total known CEM files include only manually labeled files for the Manual set, and both manually labeled and classifier-labeled files for the Complete set.

For Manual files, Fig. 3 (left) shows that BitTorrent had the greatest count of manually labeled Severe files (blue curve) by December 2014. In contrast, the same figure shows that eDonkey had the most Severe files when considering Complete counts (red curve). In every network, the classifier revealed as many as 750 Severe files each month that were not in the
Manual set. In some cases, specifically Gnutella, Gnutella2, and Ares, these additional Severe files more than double the total number of labeled (manual or classifier) Severe files for some months. The Complete and Manual curves have both generally increased from January 2012 until December 2014 across all networks except Gnutella, where the number has steadily declined. This implies that the number of Severe files has tended to increase in most networks even without the addition of classifier-labeled files.

Although the count of Severe files has declined in the Gnutella network, Fig. 3 (right) shows that those Severe files comprise the greatest fraction relative to all known CEM files across all networks. The BitTorrent and eDonkey networks have experienced no significant change in the fraction of Severe files between January 2012 and December 2014. In fact, because the number of Severe and Not Severe files fluctuated nearly in unison in the Complete and Manual sets, both show very similar Severe ratios. For Gnutella2 and Ares, there is a significant decrease in the fraction of Severe files over time. In early 2012, Severe files comprised 25% of Ares CEM files. By late 2014, this percentage had decreased to around 7%. Over the same time period, the percentage of Severe files on Gnutella2 also decreased significantly, though less dramatically, from roughly 15% to just over 10%.

Analysis 4: For How Long Does Known CEM Persist on P2P Networks?

In this section, we examine the availability of known CEM over time on the five P2P networks. We quantify how many known CEM files are available on each network on a per-month basis. We also quantify how long CEM stays on the networks once introduced; and whether the availability of files is increasing despite the decrease in clients discussed in Analysis 1.

Method

We used the data that was gathered as described in the General Method section. Since our data set was limited to observations of known CEM, the measurements are a lower bound. We consider a file to be available on a network in a given month if it was observed to be associated with at least one IP address during that month. CEM files are identified by their cryptographic hash value, as described in the General Method section, and thus files that differ only slightly (for example, due to cropping or resizing) are counted as separate files.

Results

Worldwide, the total count of distinct known CEM files was 161,000 during the last month of our study, December 2014. We observed 122,000 distinct known CEM files being shared by clients located in the United States during this month. While the total number of known CEM files publicly advertised for download across all P2P networks is increasing, within individual networks, the longevity and month-to-month availability of known CEM is more variable. For the three most popular networks identified in Analysis 1—Ares, BitTorrent, and eDonkey—at least 80% of the known CEM files initially observed in the first month of study were still available in December 2014. However, we have begun to observe a decline in Ares’ month-to-month file availability. Our data set did not allow us to determine when files were initially introduced to a network, but an examination of active BitTorrent torrents indicates that a majority may have been introduced to the network in 2010 or earlier.

[Fig. 4. The number of unique known CEM files publicly advertised on P2P networks per month (left) and cumulatively (right). The “All networks” data is the number of unique files across all networks.]
Discussion

Absolute Counts of Known CEM Files. In Fig. 4, we show the number of unique known CEM files made available on the five P2P networks. The “All networks” total counts a file only once, even if the file was observed on multiple networks during the same month. BitTorrent quickly dominates the “All networks” category after it enters the data set. Fig. 4 shows both monthly (left) and cumulative (right) counts. The number of known CEM files shared on all networks increased considerably from September 2012, the first month with data for all networks, to December 2014. In the United States, the total number of known CEM files shared each month across all networks increased from about 42,000 to 122,000 over this time period. Worldwide, the number increased from roughly 59,000 to 161,000. There are at least two explanations for this consistent increase.

The first explanation is that, over time, the set of known CEM files has increased by nearly a factor of eight. The dates of these additions to the set are not always made known to us, though we can infer them on the basis of large upticks in the per-month counts. However, because the per-month file introduction trends vary between the networks, it appears that there is not a one-to-one increase in files added to the known CEM list and observed CEM files.

The second explanation for the consistent increase in the number of known CEM files observed over time is that users are adding new content to the networks. In fact, users often add a file to a network before investigators become aware of it; new lists of identified CEM are generated in part from the contents of computers seized after P2P CEM trafficking investigations. Unfortunately, we do not know when files were first shared to a network. Accordingly, these figures represent a rough lower bound on the number of CEM files shared.

Long-Term File Survival and Introduction Rates. In this section, we examine the survival rate of known CEM across our entire set of observations. We define survival rate across a time period as the fraction of files observed at the start of the time period also available at the end of the time period. Fig. 5 (left) shows that for the three most popular P2P networks—BitTorrent, Ares, and eDonkey—the survival rate across the period of the study equals or exceeds 80%. The survival rates are lower for the less popular Gnutella and Gnutella2 networks, at about 12% and 49%, respectively. The “US” data refers to files initially observed in the United States but that are still available somewhere in the world in the last month of observations. The low survival rate for Gnutella is almost certainly due to the sharp decline in users, and the vigorous law enforcement investigations of CEM traffic on Gnutella (Liberatore, Erdely, Kerle, Levine, & Shields, 2010). As libraries of files that were only possessed by a few peers leave the network, those files become unavailable. As the number of peers on a network shrinks, the magnitude of the expected loss in file availability with each departing peer grows.

The removal of CEM from the Gnutella network does not mean that these CEM files are disappearing from P2P networks, as we show in Fig. 5 (right). Despite 12% of the originally observed CEM files on Gnutella remaining on Gnutella (between October 2011 and December 2014), nearly 60% of those files were still available on at least one of the five P2P networks worldwide (in December 2014).

In Fig. 6 (left) and (right), we examine the per-month survival and introduction rates in our observations, respectively. Survival rate is defined as above, and we define introduction rate across a time period as the fraction of files available at the end of the time period that were not available at the start of the time period. For the “All networks” data, we considered a file to have been introduced if it was observed on at least one network.

Files meet the criteria for introduction to a network in one of several ways. A CEM file might appear for the first time on a network, for example when a user obtains it from another source then starts sharing it on the network. Alternately, a CEM file might be added to the known CEM list, and thus start being observed on the networks from that point on. Finally, a CEM file might have been reintroduced after being made unavailable for a month or more.

Fig. 6 (left) shows via the LOESS-based fit that the survival rate trend for each network over 2013 and 2014 is relatively stable; except for Ares, which has begun to show a decline. BitTorrent CEM stays near 100% survival, with eDonkey survival
rates near 90%. Ares has decreased from about 75% to 65%. The per-month survival rate for known CEM on both Gnutella and Gnutella2 reflects the lower number of users on these networks. Just as our measurements of unique known CEM files are dominated by BitTorrent (see Fig. 4), the survival rate across all networks is similarly influenced by BitTorrent’s rate.

Fig. 6 (right) plots the introduction rates. The values are influenced by the introduction of new known CEM to our data set. For example, BitTorrent introductions happen in a few bursts, corresponding to the initial prototyping of the BitTorrent investigations and stepwise rollout of new torrents. We also note that new content may have been introduced by peers but not appear in our data set. Even so, eDonkey exhibits a 10% introduction rate, while Ares has a rate of 25%. There are several months where the introduction rate across all networks is oddly high; we suspect these correspond to the addition of new hashes corresponding to known CEM files. The smallest networks (Gnutella and Gnutella2) have what appear to be paradoxically high introduction rates; however, given the small user base, absolute changes in the number of peers (and their corresponding libraries) lead to relatively large changes in rates.

**BitTorrent Torrent Survival.** Once a torrent is defined, its description of the constituent files is immutable. For the torrent to remain active, at least a portion of its files must continue to be shared on the network. A torrent may also contain optional, mutable fields, such as the creation date. A creation date is not completely reliable due to its mutability, but it can be used to get a general understanding of when a torrent, and therefore the files referenced by the torrent, may have been introduced to the BitTorrent network. We examined the torrents used in our observations. About half of the torrents that were still active had creation date fields, with the earliest two from 2002 (BitTorrent was introduced in 2001). Over 60% of the active torrents with creation dates were from 2010 or before. This statistic implies that a large percentage of the known CEM files observed on the BitTorrent network were introduced at least two years before we began our observations.

**Summary and Concluding Discussion**

We estimate that over 840,000 peers shared CEM on the Ares, BitTorrent, eDonkey, Gnutella, and Gnutella2 P2P networks worldwide in December 2014. Although BitTorrent is increasing in popularity among CEM traffickers, the overall trend is downward. Our characterization of activity on each network is important for law enforcement who must allocate limited training and enforcement resources. While law enforcement efforts may be driving this trend in part, we expect that CEM traffickers are increasingly making use of technologies that may be more appealing; e.g., social networks, cellular messaging apps, and darknets. These venues require new investigative techniques to address CEM distribution and to discover contact offenders, as well as to characterize the scope of such criminal activity.

Our survey of United States law enforcement found that, within BitTorrent, where law enforcement applied their own measure of content severity, the rate of contact offenses among peers sharing the most severe CEM (28.8%) was higher than those sharing the least severe CEM (15.4%) (p-value = 0.02). These results point to one or both of the following possibilities: possession of Severe files is causally linked to contact offenses; or discovery of Severe files by law enforcement more often invokes a process where contact offenses are discovered during arrest (such as the use of polygraphs). If the former, then a deeper understanding of this link is necessary, and greater emphasis on investigative tools that uncover such content online is needed. If the latter, then an examination of the efficacy of various arrests processes is needed. An improved sequel to our study of possession and contact offenses would ideally hold all cases to a consistent arrest process (e.g., always using a polygraph examination and a consistent process for determining contact offenses), would make use of integrated data collection prospectively rather than retrospectively, and would ideally follow the offenders for several years afterwards.
Our study shows the prevalence of CEM involving infants and toddlers, victims who lack an ability to report their situations. These results indicate the importance of deploying proactive approaches to discovering contact offenders. Additionally, in the United States, possession of CEM involving children under 12 is a sentencing enhancement, and our data is relevant to those considering revisions to this policy that distinguish younger ages.

Survival rates of CEM files on the P2P networks we studied is above 60% each month. Our results show similarly that despite Gnutella’s collapse in popularity, its content survives on other networks years later. These quantified results are important for victims that seek restitution based on the lasting damage that distribution of CEM causes (Bazelon, 2013). While Gnutella’s collapse is due to a copyright-related law suit (Halliday, 2011), these observations predict that a law enforcement strategy that aims to shut down networks will not significantly reduce content availability.

In future work, we seek to address other limitations of our study. For example, our work on severity is limited to the classification systems used by law enforcement; other classification systems would allow direct comparison to past studies. Similarly, our estimates of CEM availability and user populations are based on only CEM already identified by law enforcement; many more CEM files are available and introduced to these networks each day.
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**Appendix A. Supplementary data**

Supplementary data associated with this article can be found, in the online version, at [http://dx.doi.org/10.1016/j.chiabu.2015.10.022](http://dx.doi.org/10.1016/j.chiabu.2015.10.022).